В каких случаях следует использовать автономный Microsoft Defender?

Запустите автономный Microsoft Defender, если:

* Безопасность Windows (также называемый центром безопасности Защитник Windows в предыдущих версиях Windows) обнаруживает наборы rootkit или другие высокоохраняемые вредоносные программы на компьютере и рекомендует использовать автономный Microsoft Defender.
* Вы подозреваете, что на компьютере могут скрываться вредоносные программы, но ваше программное обеспечение безопасности ничего не обнаруживает.

Windows Defender)) — антивирус компании Microsoft, встроенный по умолчанию в операционные системы Windows (начиная с XP) и предназначенный для защиты компьютера от вредоносных программ (вирусы, шпионское ПО и др.).

1. КОНТРОЛЬНЫЕ ВОПРОСЫ:
2. По каким признакам классифицируются компьютерные вирусы?
3. Как классифицируются вирусы по среде обитания?
4. Какие типы компьютерных вирусов выделяются по способу воздействия?
5. Что могут заразить вирусы?
6. Как выглядит многоуровневая защита от компьютерных вирусов с помощью антивирусных программ?
7. Перечислите меры защиты информации от компьютерных вирусов.
8. Каковы современные технологии антивирусной защиты?
9. Что происходит, когда зараженная программа начинает работу?
10. Вирусы так же можно разделить на классы по следующим признакам: по среде обитания вируса; по способу заражения; по деструктивным возможностям; по особенностям алгоритма вируса
11. По среде обитания вирусы можно разделить на сетевые, файловые (программные) и загрузочные.
12. По степени воздействия вирусы бывают неопасные, опасные и очень опасные;
13. Компьютерные вирусы получили свое название за способность «заражать» множество файлов на компьютере. Они распространяются и на другие машины, когда зараженные файлы отправляются по электронной почте или переносятся пользователями на физических носителях, например, на USB-накопителях или (раньше) на дискетах.
14. И
15. Использование приложения для защиты от вредоносных программ. ...

Не открывайте сообщения электронной почты от незнакомых отправителей или незнакомые вложения. ...

Используйте блокирование всплывающих окон в браузере. ...

При использовании Microsoft Edge, убедитесь, что SmartScreen включен.

1. G
2. Когда инфицированная программа начинает работу, то сначала управление получает вирус. Вирус заражает другие программы, а также выполняет запланированные деструктивные действия.